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Realization method to promote the multi application smart 
card with selector software technology

“VISTA2” card realized multi-application on multi-OS.

Fundamental view of architecture

Java Card OS and FeliCa OS are on 
“SLE66CLX320PS” chip, which can 
support both Type-B & FeliCa interface.

Each OS and applications are separated 
by HW supported “Fire Wall”.

FeliCa OS can support up to two transport 
applications. (Japan, Octopus in Hong 
Kong and Ez-Link in Singapore, etc.)

Java Card OS can support several 
applications, including transport on Type-B, 
depending on applet size.

Bridge application, which resides between 
communication interface and OSs, will 
control the access.

Workability & Interoperability will be tested.
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>IC chips to be used

Security management of demonstration test
using selector software technology

>Security in the card
In the card, firewalls are constructed between FeliCa OS and JAVA OS, and in between 

JAVA applets as shown next page.  It is not possible to make read nor write access the 
other area.

>Card handling at the demonstration test

The IC chip, SLE66CLX320PS, manufactured by Infineon Technologies AG will be used. 
The security of this chip is proved by getting Common Criteria EAL5+ issued by BSI*.

Japanese card manufacture will embed this chip into the card under the secure 
environment.
(EMV certification for JAVA Card OS related part is planned by SONY.)

(1) Only the authorized internal staffs can handle the cards. And the cards will not be 
distributed to the public and will be stored under the secure environment by limiting 
and clarifying the authorized access.

(2)  The cards will be transported (to the another company) by internal staffs.

(3)  The limited number of cards will be manufactured. (200 cards will be planned.)

(4)  All cards will be collected after the demonstration test and certainly disposed.

*BSI : Bundesamt fur Sicherheit in der Informationstechnik






